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Foreword

This manual explains the installation procedure of the DAQOPC and the setup

parameters. To ensure correct use, please read this manual thoroughly before

beginning operation. After reading the manual, keep it in a convenient location for quick
reference whenever a question arises during operation.

For information on the functions and operating procedures of DAQOPC, refer to the

DXA410 OPC Server DAQOPC User’s Manual (IM04L01B03-61E).

Notes

+ The contents of this manual are subject to change without prior notice as a result of
continuing improvements to the instrument’s performance and functions. The figures
given in this manual may differ from the actual screen.

« Every effort has been made in the preparation of this manual to ensure the accuracy
of its contents. However, should you have any questions or find any errors, please
contact your nearest YOKOGAWA dealer as listed on the back cover of this manual.

« Copying or reproducing all or any part of the contents of this manual without the
permission of Yokogawa Electric Corporation is strictly prohibited.

Trademarks

+ All the brands or names of Yokogawa Electric’s products used in this manual are
either trademarks or registered trademarks of Yokogawa Electric Corporation.

+ Microsoft, MS-DOS, Windows, and Windows 2000 are either registered trademarks or
trademarks of Microsoft Corporation in the United States and/or other countries.

+ Adobe and Adobe Acrobat are trademarks of Adobe Systems Incorporated (Adobe
Systems).

+ Other company and product names are trademarks or registered trademarks of their
respective companies.

+ For purposes of this manual, the ™ and ® symbols do not accompany their respective
trademark names or registered trademark names.

Revisions
1st Edition November 2000
2nd Edition September 2001
3rd Edition May 2002
4th Edition November 2002
5th Edition October 2005

5th Edition: October 2005 (YK)
All Rights Reserved, Copyright © 2000 Yokogawa Electric Corporation
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Notes on Using This Product

Storing the CD

Agreement

Please store the original CD in a safe place. During the actual operation, use the
software that is installed on the hard disk.

Note
There is no printed user’s manual that explains the operations of this product. Please use the
electronic data that is on the CD.

Restriction on Use
Use of this product (this utility software and manual) by more than one computer at the
same time is prohibited. Use by more than one user is also prohibited.

Transfer and Lending
Transfer or lending of this product to any third party is prohibited.

Guarantee

Should a physical deficiency be found on the original CD or this manual upon opening
the product package, please promptly inform Yokogawa. The claim must be made within
seven days from the date you received the product in order to receive a replacement free
of charge.

Exemption from Responsibility

Yokogawa Electric Corporation provides no guarantees other than for physical
deficiencies found on the original CD or this manual upon opening the product package.
Yokogawa Electric Corporation shall not be held responsible by any party for any losses
or damage, direct or indirect, caused by the use or any unpredictable defect of the
product.

Copyright
YOKOGAWA holds the copyright to the software that is on the CD.
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1 Before Installation

Things to Prepare
Have the DAQOPC CD ready.

Hardware Preparation
The memory and hard disk space that are required for the installation of the DAQOPC
are as follows:

Paging file size of the virtual memory
Set the size of the virtual memory so that the main memory and virtual memory
together comprise 400 MB or more.

Free Disk Space
A free disk space of at least 1 GB must be available in the destination drive to install
the DAQOPC.

Precautions to Be Taken before Installation
Do not install YOKOGAWA's Exaopc and DAQOPC in the same PC.

If installing DAQOPC on a PC in which DAQOPC OPC server for DARWIN series has
already been installed, install the server in the same folder as the existing DAQOPC.
Also, if installing the DAQOPC R3.01, set the DAQOPC OPC server for DARWIN series
installed in the same folder to R3.01 or later. Otherwise, operation of the DAQOPC OPC
server for DARWIN series and DAQOPC are not guaranteed.
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2 Flow of Installation Procedure

Install the DAQOPC in the following fashion.

Operation Requirement
+ Make sure to install an Ethernet adapter and TCP/IP when installing Windows NT.
+ One of the following service packs must be installed.

Windows 2000: Either SP3 or SP4

Windows XP Professional: Either SP1 or SP2

Windows settings
Set up Windows before installing DAQOPC. See section 3, “Setting Up Windows.”

Installing the DAQOPC
Install the DAQOPC. See section 4, “Installing the DAQOPC.”
+ This operation creates a user name “DAQOPCUSER” on Windows. The initial

password is “DAQOPCUSER.” Password expiration is set to Password Never
Expires.

Configuration When Using the DAQOPC via the Network
+ This procedure is required when using the OPC function via the network on a PC that
does not have the DAQOPC installed.
+ To use the OPC function on a client machine, carry out the following procedure on the
machine that has OPC server installed (server machine) and the client machine.
1. Insert a formatted floppy disk into the floppy drive of the server machine.
2. From a file management program such as Explorer, execute installed
foldenProgram\ZOPMKEXAFDC.exe.
3. Click OK. A client setup disk is created.
4. Log on to the client machine using a user name belonging to the Administrator
group and insert the client setup disk into the floppy drive.
5. Execute setup.exe in the client setup disk. A user account is created.

If you reboot Windows, the DAQOPC functions become available.
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3

Windows Setup Procedure

The configuration after Windows and its Service Pack installation is described in this
Chapter.

Convert FAT Format into NTFS Format

If the partition is in FAT format, it is necessary to convert the partition into NTFS format.
The disk partition format can be confirmed as follows.

On Windows Explorer right click the local disk icon, then open the properties sheet
of the disk.

If the file system of the partition is FAT, (confirmed on the properties sheet,) do the
following.

Choose Start > Program > Accessory > Command Prompt of windows to open
the command prompt window.

Type in the following command scripts:

CONVERT <Drive>: /[FS:NTFS

Example:

CONVERT C:/FS:NTFS

Then the process to convert the partition from FAT to NTFS starts.

If the following message displays, enter Y to restart the PC.

“Convert cannot gain exclusive access to the <Drive>: drive, so it can not convert it
now. Would you like to schedule it to be converted the next time the system
restarts (Y/N)?”
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3 Windows Setup Procedure

Virtual Memory Paging File Size
The virtual memory size should be at least 400 MB if the System Builders are used.

1.
2.

Log on as the administrator.

Set the virtual memory size opening System > Performance menus from the

control panel.
Click “Change.”

In case of Windows XP, click Settings button in Performance frame on the
Advanced tab after clicking System icon in Control Panel, so as to open
Performance Options.. dialog box. Then click Change button in Virtual Memory

frame in the Advanced tab.
Virtual Memory dialog is displayed.

[ Virtual Memory

Drive [Volume Label]

Paging File Size [MB]

C: 120 - 160
— Paging File Size for Selected Drive

Drive: C:

Space Available: 542 MB

Initial Size [MB]:

Maximum Size [MB]: Set
— Total Paging File Size for All Drives

Minimum Allowed: 2MB

Recommended: 91 MB

Currently Allocated: 120 MB
— Registry Size

Current Registry Size: 5MB

Maximum Registry Size [MB]:

| OK | | Cancel

Input “Initial Size” and “Maximum Size” each other as a same value, click “Set.”
If there is not space in the Windows start drive, use another drive so that the total

size will be least 400 MB.
Click “OK” after confirmed setting value.
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3 Windows Setup Procedure

Cautions when Installing in Windows XP Environment

Exaopc R3.01 or later operates also on Windows XP.

To ensure the Exaopc to run properly in Windows XP environment, a certain setting
items and other items need to be cautioned during installation.

User Name

When starting the Windows XP pre-installed PC for the first time, or when installing
the Windows XP to a PC, a dialog box prompting for entering a user name displays. In
this case, a user name other than DAQOPCUSER and CENTUM should be entered.
When DAQOPC has been installed, user names “DAQOPCUSER” are automatically
created. If the user name is mistakenly set as DAQOPC needs to be installed again
after deleting this DAQOPCUSER user account.

Administrator Password

When starting the Windows XP pre-installed PC for the first time, it may prompt for
entering the administrator password. In this case, a password for the administrator
must be confirmed and entered. if the password for the administrator is omitted,
various administration hindrances may occur such as part of software packages may
not be correctly installed or operation log may not be properly saved.

Windows XP Service Pack 2

When using Windows XP Service Pack 2 on the PC that a firewall is to be installed,
the setting of firewall must be set to “Disable.”

If Firewall settings are active, access from remote clients is disabled. To solve this
problem, do the following changes:

Procedure 1: Turn off Windows firewall

Procedure 2: Change DCOM Configuration

Procedure 3: Change local security settings

To do the above changes, the Administrator privilege is required.
If the remote client is Windows XP Service Pack 2, the identical settings are required
even on the remote client side.
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3 Windows Setup Procedure

Procedure 1 Turn off Windows firewall
The following procedure can turn off Windows firewall.

1. Click Security Center from Control Panel so as to open Security Center
window.

Windows Sec

7 Security Center
Help protect your PC

#) Resources %7y Security essentials

|
- Security Center helps you manage your \Windows security settings, To H‘e’,\p prokect wour computer,
make sure the three security essentials are marked ON. IF the settings are nak OM, Fallaw the

= (Get the latest security and virs recommendations. To return to the Security Center later, open Control Panel,
information from Microsoft ‘What's new in Windows to help protect my computer?

= Check for the latest updates From
Windows Update ﬁFirewall @ ON | ¥

= (et support For security-related
issues

% Automatic Updates @ ON | ¥

= Get help about Security Center
= Change the way Security Center U Virus Protection © ON | ¢
alerts me =

Manage security settings for:

2.  Click Windows Firewall so as to open Windows firewall dialog box.
3.  Choose Off (not recommended) on General tab, and then click OK button.

%= Windows Firewall ] x|

General | Exceptions | Advanced |

‘windows Firewall helps pratect your computer by preventing unauthorized users
from gaining access to your computer through the Internet or a network,

@ " On [recommended)

Thiz getting blocks all outzide zources from connecting to this
computer, with the exception of thoze selected on the Exceptions tab.

[~ | Don't allow exceptions

Select thiz when vou connect to public networks in less secure
locations, such as airparts. Y'ou will not be notified when ‘Windows
Firewall blacks programs. Selections on the Exceptions tab will be
igniored.

@(5‘

Awoid uzing this setting. Tuming off ‘windows Firewall may make this
conmputer more vulnerable to viruses and intruders.

What elze should | know about \Windows Firewall?

0K I Cancel

Thus, Windows firewall will be turned off.
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3 Windows Setup Procedure

4.  When Windows Firewall is turned off, a balloon with warning message will be
displayed. Close and ignore the balloon.

Note
On the balloon, the warning message is titled with “Your computer might be at risk.”

Click Security Center from Control Panel so as to open Windows Security
Center.

:.—. Windows Security Center

& Security Center

Help protect your PC

@) Resources 2 Security essentials
Security Center helps you manage your Windows security settings. To help protect your computer,
make sure the three security essentials are marked ON, IF the settings are not OM, Follow the
= Gek the latest security and virus recommendations, To return to the Security Center laker, open Control Panel,
information From Microsoft What's new in ‘Windows to help probect iy computer?

= Check for the latest updates From

windows Update % Firewall © OFF 2
® Gef support For security-related ; 2 - . 0
Ehiias L ¥ Windows detects that vour computer iz not currently protected by a firewall. Click
Recommendations to learn how to fix thiz problem How does a firewall help protect my computer?

* Get help about Security Center Mate: Windows does notdetect all firewalls.
Recommendations. .. |

= Change the way Security Center
alerts me

4 Automatic Updates © 0N ¥

U Virus Protection @ ON ¥

Manage security settings for:

5.  Click Change the way Security Center alerts me on the left pane of Windows
Security Center so as to open Alert Settings dialog box.
All the options on this dialog box should be unchecked.

alert Settings

™ Firewal
Alerk me if my computer might be at risk because of my firewall
settings

[T sutomatic Updates
Alert me if my computer might be at risk because of my Automatic
Updates settings

puter might be at risk because of my virus
protection software settings

O I Cancel

6.  Click OK button.
The balloons with warning messages will be deactivated.
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3 Windows Setup Procedure

Procedure 2: Change DCOM Configuration
Regarding to DCOM, “Access Permissions” and “Launch and Activation Permissions”

need to be configured.

1. Choose Run from Start menu so as to open run dialog box.

2. Enter “dcomcenfg” in the field next to Open.

Ron T B

= Type the name of a program, Folder, document, or
Internet resource, and Windows will open it for wou,

Open:

[ 1]

Cancel | B_rowse...l

=

3.  Click OK and then Component Services displays.

4.  Choose Console Root > Component Services > Computers > My Computer
from the tree view in the left pane and then right click the mouse and choose
properties from the pop-up menu.
My Computer Properties dialog box will be displayed.

Component Services

@ File  Action Wiew ‘Window

el E R EE

23 Consale Root

EI@ Component Services

| [E-£3 Computers

: My Computer

(- Ewvent Wiewer (Local)
Services (Local)

-

1Ol x|
T
Computers
r Skop M3 DTC
[y Cor

Refresh all components

Wig ]
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3 Windows Setup Procedure

5.

Edit Default Access Permissions

Open COM Security tab on My Computer Properties dialog box.

My Computer Properties I 21x1
General I Options I [refault Froperties |

Default Pratozols | MSDTC

—Acocess Pemission

“You may edit who iz allowed default access to applications. 'Y'ou may
alzo zet limits on applications that determing their own permissions.

EdiLinits.. | EdtDefault.. |

r Launch and Activation Permissior:

*You may edit who iz allowed by default to launch applications or
activate objects. You may alzo set limits on applications that
determing their own permissions.

Edit Limits... E dit Default..

oK | Cancel I Apply

Click Edit Default button in Access Permissions area on My Computer
Properties dialog box, so as to open Access Permission dialog box.

Drefault Security |

Group ar user hames:

T
€5 SvaTEM
Add... | Hemaove |
Permiszions for SELF Al Deny
Local Access O
Remote Access O

oK I Cancel
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3 Windows Setup Procedure

7.  Click Add button to open Select Users or Groups dialog box.

Select Users or Groups

8.  Click Advanced button, Find Now button will be displayed on the dialog box.
9.  Click the Find Now button and a list of users and groups will be displayed.
10. Choose Everyone from the list.

select Users or Groups

€ Admiristator HIS0123
€0 Administrators HIS0123
€5 ANONYMOL..
ﬁAuthenticated...

€7 Backup Oper..  HIS0123
€ EATCH

€ CENTUM HIS0123
ﬁmALUP

HIg0123
HISD123

11.

Evernone

10 IM 04L01E03-62E



3 Windows Setup Procedure

12. Click the OK button. Everyone will be added to Group or user names of
Access Permission dialog box.

13. Choose Everyone and check Allow for both Local Access and Remote
Access.

D efault Security |

Group or user names:

!ﬁ Everyone
€7 SELF
€3 SYSTEM
Add... | Remove |
Pemizsions for Evenone Aillaw Deny
Local Access O
Remote &ccess O
oK I Cancel |

14. Click OK button so as to return to My Computer Properties dialog box.
Thus, editing the default access permissions is completed.

15. Edit Default Launch and Activation Permissions
Click Edit Default button in Launch and Activation Permissions area on My
Computer Properties dialog box, so as to open Launch Permission dialog
box.

D efault Security |

Group or uger names:

€7 INTERACTIVE
€37 SYSTEM

Agdd... | Femove |

Permizzions for Administratars Allaa Dieny

Local Launch
Remote Launch
Local Activation

HEREE
Ooooo

Remote Activation

ok I Cancel
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3 Windows Setup Procedure

16. Click Add button to open Select Users or Groups dialog box.

17.
18.
19.

20.

Select Users or Groups

Click Advanced button, Find Now button will be displayed on the dialog box.
Click the Find Now button and a list of users and groups will be displayed.

Choose Everyone from the list.

select Users or Groups

ﬁ Administrator
ﬁAdministrators
T ANONYMOU...
ﬁAuthenticated...
ﬁ Backup Oper...

€ EATCH

€ CENTUM

Everone]

HIg0123
HIZ0123

HIg0123

HIg0123

HIg0123
HIZ0123

12
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3 Windows Setup Procedure

21. Click the OK button. Everyone will be added to Group or user names of

Launch Permission dialog box.

22. Choose Everyone and check Allow for Remote Launch], Local Activation],

and Remote Activation.

D efault Security |
Group or user names:
ﬁ Adminiztrators [HIS01 23 A dministrators)
m Evervone
€7 INTERACTIVE
€5 SvaTEM
Add... | Femove |
Pemizzsions for Everyone Alla Deny
Local Launch O
Remate Launch O
Local Activation O
Remote &ctivation O
oK I Cancel |

23. Click OK button so as to return to My Computer Properties dialog box.
Thus, editing the default launch and activation permissions is completed.

24. Edit Limits of Access Permissions

Click Edit Limits button in Access Permissions area on My Computer
Properties dialog box, so as to open Access Permission dialog box.

Choose ANONYMOUS LOGON in Group or user names area and then check

Allow for Remote Access.

Access Permission

Security Limits |

Group or user names:

ﬁ Evveryone

2lx

Add.. | Remove |
Pemizzions for ANOMNYMOUS
LOGOM Aillaw Deny
Local Acoess O
Remote Access O
a8 I Cancel

IM 04L01E03-62E
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3 Windows Setup Procedure

25.

26.

27.

Click OK button so as to return to My Computer Properties dialog box.

Thus, editing the security limits of Access Permissions is completed.
Edit Limits of Launch and Activation Permissions

Click Edit Limits button in Launch and Activation Permissions area on My
Computer Properties dialog box, so as to open Launch Permission dialog

box.

Choose Everyone in Group or user names area and then check Allow for

Remote Launch and Remote Activation.

Security Lirnits |

Group or user names:

ﬁ Adminiztrators [HIS01 23 \Administrators)

m Evervone
Add... | FBemove |
Permizzions for Evenone Al Deny
Local Launch O
Femote Launch O
Local Activation O
Remoate Activation O

Click OK button so as to return to My Computer Properties dialog box.
Thus, editing the security limits of Launch and Activation Permissions is

completed.

14

IM 04L01E03-62E



3 Windows Setup Procedure

Procedure 3: Change Local Security Settings

Local security settings need to be changed.

1.  Click Performance and Maintenance button on Control Panel so as to open
Performance and Maintenance window.
Click Administrative Tools so as to open Administrative Tools panel.
Double click Local Security Policy so as to open Local Security Settings
window.

2. Choose Security Settings > Local Policies > Security Options from the tree
view on the left pane.
Then the contents for “Policy” and “Security Setting” are displayed on the right pane.

B Local Security Settings |8 x|

Fle Action Wisw Help ‘

etwork access: Do not allow storage of credentials or JMET Passports for network authentication

jetwork access: Named Pipes that can be accessed anonymausly
[R8]Hetwork aceess: Remotsly accessible registry paths
[R8]hetwork access: Shares that can be accessed anonymausly
[R8]Network aceess: Shating and sscurity model For local sccounts
[R8]Wetwork security: Do not store LAN Manager hash value an next password change
[R8]Network security: Forcs lagoff when logon hours sxpire
[R8]hetwork security: LAN Manager authentication level
[f8]Hetwork security: LDAP clisnt signing requirements
@8] Hetwork security: Minimum session security For NTLM 55 based (inchuding secure RPC) dients

Disabled

COMNAP, COMNCD.,
SystemiCurrentCon. ..
COMCFG,DFS}
Classic - local users ...
Disabled

Disabled

Send LM & NTLM re...
Hegatiate signing

=B % |2 |
(38 Security Settings Palicy 7 [ Security Setting [ =]
{8 Account Policies [88) 1nteractive logan: Message title For users attempting to log an Mot defined
-8 Local Policies 2] trberactive hogon: Mumber of previous logons ko cachs (in case domain conbrolls is ot avaiable) 10 logons
08 Aud Policy 8] nteractive logon: Prampt user ta change passward before expiration 14 days
L User Rights Assignmen (] 1nkeractive logan: Require Domain Contraller suthentication to unlack workstation Disabled
{18 Security Options
@ Pubic key Poities [88) interactive logon: Require smart card Mot de.ﬁned
[R] Interactive logan: Smart card remaval bshavior Mo Action
(23 software Restriction Policie
8 1P Socurty Palces an Loca [ Micrasaft network dient: Digitally sign communicatians (always) Disabled
[R8]Microsaft network client: Digitally sign communications (I server agress) Enabled
[ icrasoft network dlient: Send unencrypted password to third-party SV servers Disabled
(8] 1icrosoft network server: Amount of idle tne required before suspending session 0 minutes
crosaft network server: Digitally sign communications (always) Disabled
(8] 1icrosoft network server: Digially sign communications (F clent agress) Disabled
[R8)Micrasaft network server: Disconnect clients when logon hours expire Enabled
[R8]Hetwork aceess: Allow anonymaus SI0{Mame translation Disabled
[R8]metwork access: Do not allow ananymeus enumeration of SAM accounts Enabled
hstwork access: Do ot allow anorymous enumeration of SAM accounts and sharss Disabled

N miimum

[8]hetwork security: Minimum session securiy For NTLM SSP based (including secure RPC) servers Ho mirimum

[f8]Recovery console: Alow automatic administrative logan Disabled

[8]Recovery console: Allow Floppy copy snd access to al drives and al Folders Disabled

(5] shutedown: Allaw system ta be shut down withaut having to log on Enabled

2] shutdawn: Clear virtusl memary pagsfils Disabled

%) 5ystem cryptography: Use FIPS campliant algorithms For encryption, hashing, and signing Disabled

(] 5vstem ohiscts: Default awner for objscts created by members of the Administrators group Object craator

28] 5ystem objects: Require case insensitivity For nan-windows subsystems Enabled

- () 5ystem ohiscts: Strengthen default permissions of internal system objects (e.q. Symbulic Links) Enabled -

[E—  F I~

3.  Choose Network access: Let Everyone permissions apply to anonymous
users from the left pane and double click it; its dialog box will be displayed.
Check the Enabled option on this dialog box.

Network access: Let Everyone permissions apply to ¥ 21x1

Local Security Setting |

Metwork, access; Let Everyone permisgions apply to anonymous
Lzers

" Digabled

ak I Cancel Apply

Note

If Network access: Let Everyone permissions apply to anonymous users is disabled, the
connection from the client PC can be only established with the same user accounts and
passwords registered in the local PC.

IM 04L01E03-62E
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3 Windows Setup Procedure

4.  Click OK. And then on the Local Security Settings window, the policy Network
access: Let Everyone permissions apply to anonymous users becomes
Enabled as indicated in “Security Setting” column.

5. This setting will become valid after restarting the PC.

16 IM 04L01E03-62E



3 Windows Setup Procedure

Setting Items after Installing Windows XP

Before installing DAQOPC to Windows XP environment, the following settings need to

be confirmed.

Power Options

For running DAQOPC, system standby should not happen. So that it is necessary to

set System Standby to Never. Setting procedure is as follows.
Login Windows XP as administrator, and then choose Start > Control Panel > Power

Options to open Power Options Properties dialog box. Confirm the settings on this
dialog box are the same as follows. Some items may not active vary with the
configuration of the PC, inactive item indicates the corresponding function is not

available.
+ Power Schemes Tab

The following settings on this tab are compulsory. System standby and System

hibernates must be disabled.
Turn off hard disk: Never
System standby: Never
System hibernates: Never

Power Options Properties

Power Schemesl Advancedl Hibernate || UPS I

the selected scheme.

Select the power scheme with the most apropriate settings for
this computer. Note that changing the settings below will modify

— Power schemes

| Home/Office Desk |
Save As... ] [ Delete ]
— Setting for Home/Office Desk power scheme

Turn off monitor: | Never |
Tum off hard disks: | Never ]
System standby: | Never |
System hibernates: | Never |
OK ] [ Cancel ] [ Apply

IM 04L01E03-62E
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3 Windows Setup Procedure

» Advanced Tab
Some PC keyboards have a sleep button. It is necessary to disable this button.
When | press the sleep button on my computer: No action

Power Options Properties
Power Schemes | Advanced | Hibernate UPS

% Select the power-saving settings you want to use.

— Options
[] Always show icon on the taskbar

Prompt for password when computer resumes from standby

— Power buttons

When | press the power button on my computer:

Shut down ]

ok || cancel ||  Apply

» Hibernate Tab
Do not check the option Enable hibernation.

Power Options Properties

Power Schemes | Advanced | Hibernate | UPS |

> When you computer hibernates, it stores whatever it has in
ml' memory on your hard disk and then shuts down. When your
computer comes out of hibernation, it returns its previous state.

— Hibernate

[[] Enable hibernation

— Disk space for hibernation

Free disk space: 22,057 MB
Disk space required to hibernate: 256 MB

ok || cancel ||  Apply

18 IM 04L01E03-62E



3 Windows Setup Procedure

Installing Specifically Required Software (Windows 2000 SP3)

The DAQOPC specifically required software is necessary for running DAQOPC, and it is
indispensable for certain applications (such as long term continuous applications). The
DAQOPC specifically required software varies with the versions of DAQOPC and the
operating environment, so that must be confirmed before installation.

Regarding the Specifically Required Software

The DAQOPC specifically required software is provided for solving the “497 days”
problem of Windows 2000. This software should be installed after installing Windows
2000 service pack.

Caution

Cautions on installing the specifically required software are explained as follows.

This specifically required software is required for Windows 2000 Service Pack 3
only. It is not required for Windows XP.

Make sure that the operating environment is Windows 2000 Service Pack 3.
This required software is not required for Windows Service Pack 4.

Procedure
Procedure for installing the DAQOPC specifically required software is explained as
follows.

1.
2.
3.

7.

Logon as an administrator.

Load DAQOPC CD-ROM.

Double click Setup command in the following path.

<CD-ROM Drive>\EXA\WW2K\COMMON_EXA\ENGLISH\Setup.bat

. Following the instruction on the monitor to continue the installation.

During the installation, confirm the following.
« Installation is started and running.
* Windows 2000 Service Pack 3 exists in the environment.

. Click Return to continue.

Click the Close mark on the upper-right corner of the window may stop installation.
When installation is completed, a message displays to prompt for restarting the PC.

. Click any key to finish the setup.

Installation process detail is shown in the following figure.

[EJ CAWINNT\System32\cmd.exe

R3.01.00 Prerequisite Software (English) will be installed here.
Press any key to continue . . .

[»

Already Windows 2000 Service Pack 3 installed ?
Press any key to continue . . .

Restart your computer.
Press any key to finish setup.

<

Restart the PC.
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3 Windows Setup Procedure

Setting Items after Installing Windows 2000

Note

Power Management

The settings described here are for Windows 2000.

Do not change the settings for power saving purpose.

Thus, the power supply for hard disk might be cut or the computer may hibernate, the
DAQOPC can not work properly and continuously.

The following settings are regarded to as power saving settings:

» Turn off the hard disk power supply after a certain idle time.

» Make PC hibernate.

Power management settings can be set as follows. However, the Administrator's
privilege is required.

For more information about the settings, see Windows help.

1. Choose Settings > Control panel from Start menu.

2. Double click Power Options.
“Power Options Properties” box displays.

3. Open “Power Schemes” tab, make sure the “Turn off hard disk” settings are set as
“Never.”

4. On Hibernate tab, make the option “Enable hibernate support” is not checked.

When Using Windows 2000 Server
When a server PC is used, Windows 2000 Server is available.

Note

Setup When Installing Windows Server
When the connection is completed, install Windows 2000 Server on the server PC.
The setting items are as follows:

For the detailed information on the installation procedure of Windows 2000 Server, see
Installation Guide provided in the same package as Windows 2000 Server installation CD-
ROM.

Specify the following items.
» License mode

Specify the number of the clients to be connected.
+ Server type

Specify the stand-alone server.
Windows Server Network Setup
The network setup can be carried out after the installation of Windows 2000 Server.
The setup method is as the same as Windows 2000 Professional.
When installation is in progress, a dialog box appears to ask if you want to install
Microsoft Internet Information Server, but you need not do so at this point.
Configuring Server
If Windows 2000 Server is used, the Windows 2000 Server needs to be configured.
After installing the Windows 2000 Server, when logon to the Windows 2000, a window
for configuring server occurs. In control panel, choose Administrative Tools >
Configure Your Server can also open the window.
For DAQOPC, workgroup is the default network setting. So that, on this window,
choose “I will configure this server later” option. The network settings should be the
same as in Windows 2000 Professional.
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4 Installing the DAQOPC

Before Installing the DAQOPC
Check the following points before starting the installation of the DAQOPC.

1.

Reboot the PC. If memory-resident programs such as virus checkers are running,
disable them from running and reboot the PC.

Installation Procedures of the DAQOPC
To install the software, an appropriate serial number needs to be entered. The serial
number is printed on the CD case.

1.

A

DAQOPC Upgrades

Restart the PC. If virus detection or other resident programs are set to load upon
start-up, configure the system so that they do not load before restarting the PC.
Lolg on using a user name belonging to the Administrator group.

Exit all application programs.

Insert the DAQOPC CD in the CD drive.

The installation program starts automatically. Follow the instructions on the screen
to proceed with the installation.

If the installation program does not start automatically when you insert the CD into
the CD drive, use the following procedure to start it.

In My Computer], double-click the CD icon.
Double-click the setup.exe file in the root directory. Installation starts. Follow the
instructions on the screen to complete the installation.

Items prior to DAQOPC R3.01 cannot be uninstalled.
To change DAQOPC to R3.01, start from installation of the OS.
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5 Precautions to Be Taken When Reinstalling or
Installing Additional Software

When reinstalling the DAQOPC or installing additional software, note the following
points.

After installing DAQOPC, if TCP/IP protocol is deleted, reinstall TCP/IP (including
reinstallation of the Windows service pack) and after uninstalling DAQOPC, reinstall.
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6

Precautions to Be Taken When Using UPS

If you are using the uninterruptible power supply (UPS), which is provided in the
Windows Control Panel, to shut down Windows in an event of a power failure on the PC
that is to run DAQOPC, configure the UPS so that the following command is executed
before the shutdown operation.

Installed Foldenexaopc\TooNZOCEXASTOP.EXE

Otherwise, the program may terminate abnormally.
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7 Configuring the Windows Display Properties

For stable operation of the DAQOPC, carry out the following environment settings.

Wallpaper

Do not use wallpaper as this may disturb the colors of the screen.

Carry out the following steps to set the wallpaper to None.

1. Log on as DAQOPCUSER.

2. Select Start > Settings > Control Panel.

3. Select Display and open Display Properties.

4. Under Wallpaper in the Background tab, select (None) and click OK.

Screen Saver
Do not use screen savers, because the operation may become unstable when the
screen saver starts causing a temporary increase in the CPU load.
Carry out the following steps to set the Screen Saver to None.
1. Log on as DAQOPCUSER.
2. Select Start > Settings > Control Panel.
3. Select Display and open Display Properties.
4. Under Screen Saver in the Screen Saver tab, select (None) and click OK.
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